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Abstract—Many contention-based channel access schemes have
been proposed for multi-hop ad hoc networks in the recent past
and they can be divided into two categories, sender-initiated and
received-initiated, according to the collision avoidance handshake
in use. Sender-initiated scheme is adopted in the IEEE 802.11
MAC protocol, which is by far the most popular and studied pro-
tocol. However, the IEEE 802.11 MAC protocol can experience
serious fairness problems due to location-dependent contention
and the binary exponential backoff it uses. On the other hand,
receiver-initiated collision avoidance handshake is more effective
at the receiver’s side. Hence, we propose a hybrid channel access
scheme that combines both sender-initiated and receiver-initiated
collision avoidance. The new scheme involves only some addi-
tional queue management and book-keeping work while maintain-
ing compatibility with the existing IEEE 802.11 protocol. Simula-
tion experiments show that the new scheme is very effective as it
can achieve much better fairness than the original sender-initiated
scheme with almost no degradation in throughput. The hybrid
scheme also eliminates the need for a good traffic estimator, which
is usually mandatory in pure receiver-initiated schemes.

I. I NTRODUCTION

Contention-based channel access schemes are very popular
in wireless ad hoc networks. One reason is due to their sim-
plicity. Unlike schedule-based schemes that generally require
all the nodes in a network to be synchronized to a reference
clock, contention-based schemes do not need global time syn-
chronization. Another reason is due to their well-adaptability
to bursty data traffic as channel is reserved on demand instead
of a priori.

In contention-based channel access schemes, collision avoid-
ance is very important to combat the adverse effects of hidden
terminals [1]. In general, collision avoidance can be divided
into two categories. One is sender-initiated and the other is
receiver-initiated. In sender-initiated schemes, the sender of a
data packet initiates collision avoidance handshake with a re-
ceiver. Usually short control packets such as request-to-send
(RTS) and clear-to-send (CTS) are exchanged between a pair
of sending and receiving nodes before actual data packet trans-
mission begins. RTS and CTS packets carry information such
as duration about the forthcoming data packet, so that other
nodes that overhear these control packets can defer their ac-
cess to the shared channel to avoid collisions. There are quite a

This work was supported in part by the US Air Force/OSR under Grant No.
F49620-00-1-0330.

few variants of the basic sender-initiated scheme and they differ
in whether packet sensing or carrier sensing is used, the length
requirements of control packets or whether acknowledgement
packet is sent. Among them, the most popular MAC proto-
col to date is the IEEE 802.11 distributed foundation wireless
medium access control (DFWMAC) protocol [2] which is part
of the IEEE recommended standard for wireless LANs. The
IEEE 802.11 protocol has been used extensively as the under-
lying MAC layer in the investigation of routing protocols for ad
hoc networks.

The other school of thought is based on the observation that
usually collision avoidance is more important at the receiver’s
side to which relatively long data packet is destined. Besides,
the receiver usually has better knowledge of the contention
around itself. Talucci and Gerla [3] proposed MACA-BI (Mul-
tiple Access with Collision Avoidance - By Invitation) which
was the first receiver-initiated MAC scheme. Garcia-Luna-
Aceves and Tzamaloukas [4] proposed several RIMA (receiver-
initiated multiple access) protocols. The basic receiver-initiated
scheme works as follows. A node polls its neighbors to see
whether they have packets for itself. If the polled neighbor has
data packets for the polling node, it will send data packets to the
polling node after some collision-avoidance procedures. Other-
wise, the polling node will continue to poll other neighbors. To
enhance throughput, RIMA-DP (dual polling) allows both the
polled and polling nodes to send data packets. If the polled
node has no packet for the polling node, it sends a short con-
trol packet back to the polling node to invite it to transmit a
data packet to the polled node. The polling node sends a data
packet to the polled node after receiving a control packet or a
data packet from it. It is shown that, if the polled nodes always
have packets for the polling node, RIMA protocols can out-
perform sender-initiated schemes due to reduced overhead of
control packets [5]. Otherwise, the performance may degrade
due to wasted transmissions of polling packets that poll inactive
nodes with no packets for the polling node. The degradation in
performance will be more conspicuous in light to medium traf-
fic load, unless a good traffic predictor is available at the polling
node.

Despite the potential benefits of receiver-initiated schemes,
they have not received widespread acceptance. One reason
for this is their deviation from the general store-and-forward
paradigm. Another reason is the absence of an appropriate
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Fig. 1. Illustration of Fairness Problem

polling discipline that is well adapted to the dynamic environ-
ments of ad hoc networks. In addition, the widespread adoption
of the IEEE 802.11 MAC protocol in the research community of
ad hoc networks also leads to performance enhancements that
are confined to the sender-initiated framework stipulated by the
IEEE 802.11 MAC protocol.

However, the IEEE 802.11 MAC protocol is not failproof.
As is already pointed out in the research literature (e.g., [6–9]),
serious fairness problem may occur due to location dependent
contention which is a salient characteristic of multi-hop ad hoc
networks. In such networks, some nodes are at a disadvantage
in contending with other nodes due to their locations and may
suffer severe degradation in throughput. In addition, despite its
robustness against repetitive collisions, the binary exponential
backoff (BEB) used in the IEEE 802.11 MAC protocol can ag-
gravate the fairness problem, because the node that succeeds
in the last transmission period will gain access to the shared
channel again with much higher probability while other nodes
suffer starvation. This can be illustrated in Fig. 1. Suppose
there are two flows, one from nodeA to nodeB and the other
from nodeC to nodeD. It is clear that flowCD has the advan-
tage in contending with flowAB. This is because, whenever
nodeC transmits an RTS, nodeD can always receive it suc-
cessfully and the handshake can go on unobstructed unless in
very rare situations. NodeB, as a receiver, has better knowl-
edge of the contention around itself but has no way to notify
nodeA in the basic sender-initiated scheme. Repetitive failures
to solicit a response from nodeB also makesA back off for a
very long time. However, if the basic sender-initiated scheme
is augmented with additional control packets as is done in Ref-
erence [10], it will complicate the protocol and may degrade
the overall network throughput unnecessarily when the basic
scheme suffices.

Hence this motivates us to design an adaptive channel access
scheme that makes use of both sender-initiated and receiver-
initiated handshakes, because receiver-initiated handshake is
more desirable when a receiver has better knowledge of the con-
tention around itself than the sender. The new hybrid scheme
should have the following desired properties. The scheme
should fit within the IEEE 802.11 framework, in that nodes im-
plementing the new scheme should not break the existing net-
work. The new scheme should still be simple and not introduce
new types of control packets, as they complicate implementa-
tion of the finite state machine of the protocol.

The rest of the paper is organized as follows. In Section II,
the new hybrid scheme is specified. In Section III, simulation
experiments with the original IEEE 802.11 MAC protocol and
the new hybrid scheme are presented. It is shown that various
degrees of fairness problems exist in the original IEEE 802.11

MAC protocol in some network configurations with two com-
peting flows and how the new hybrid scheme can alleviate these
problems. Section IV discusses some related work and con-
cludes this paper.

II. T HE HYBRID SCHEME SPECIFICATION

The hybrid scheme is built around the framework of the IEEE
802.11 MAC protocol. It operates alternately in two modes,
sender-initiated (SI) and receive-initiated (RI). The SI mode is
the default mode, which is in effect the same as the original
IEEE 802.11. The RI mode is triggered only when the SI mode
does not perform well. Because the new scheme is a hybrid of
both sender-initiated and receiver-initiated schemes, it calls for
some more cooperation between a pair of sending and receiv-
ing nodes. To facilitate our exposition, the states of both send-
ing and receiving nodes are shown in Fig. 2 and are explained
separately.

A sender entersRI setupmode when it sends the same RTS
packet for more than one half of the times allowed in IEEE
802.11 without response from the intended receiver. Failure
to solicit response from the intended receiver usually implies
that contention around the receiver is so severe that the receiver
is prevented from responding and it is more appropriate to let
the receiver start the collision-avoidance handshake. When the
sender is inRI setupmode, it sets the RI flag in all the subse-
quent RTS packets and other packets that it sends out and re-
quests the intended receiver to enter the RI mode as well. Dur-
ing this stage, the node keeps sending RTS packets following
the usual collision-avoidance procedures. There are two possi-
ble outcomes. One is that it never gets any CTS packet from
the intended receiver. In this case, the sender can declare the
receiver down after dropping a few packets. The other is that
it receives CTS packet from the intended receiver. In this case,
the sender entersRI associatedmode and will not send RTS to
the receiver thereafter. Instead, it sets the RI flag in all the data
packets that it sends out, which keeps the receiver in RI mode.
The RI flag is cleared only when the sender’s queue becomes
empty.

At the receiver’s side, the receiver enters and stays in the RI
mode when it receives RTS packets or data packets destined to
it with the RI flag set. The receiver then generates RI-response
packets (which are in fact self-initiated CTSs) and multiplexes
them with other data packets in its MAC queue. However, the
receiver should not generate RI-response packets indiscrimi-
nately when it receives a packet with the RI flag on, lest serious
fairness problem may occur. This can be reasoned as follows.
When an RI-response packet becomes the head-of-line (HOL)
packet of a receiver’s queue, the node will send a self-initiated
CTS to the sender, which in fact serves as the ready-to-receive
(RTR) packet to poll the sender in the RIMA protocols [4]. If
the sender replies with a data packet with the RI flag still on,
the receiver will add another RI-response packet to the end of
its queue. If there is no packet for other nodes intervened in
the MAC queue, the receiver will belocked intothe sender and
keeps sending CTS packets to it. In this way, they may mo-
nopolize the shared channel for a long time which obviously
defeats the purpose of the hybrid scheme. Hence, when a node
receives a packet with the RI flag on, it checks its HOL packet
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to see whether it is an RI-response packet for the node that just
sent this packet. If so, the RI request is ignored; otherwise, it is
added to the end of its MAC queue.

The RI-response packets are treated like normal data packets.
That is, when they are served via a successful receiver-initiated
CTS-data-ACK handshake or when they are transmitted more
than the times allowed for RTS packets in IEEE 802.11, they
will be dropped from the MAC queue. Such precautions are
necessary. One reason is to avoid excessive delay or deadlock
when the sending node is down or moves out of range. Another
reason is to ensure fairness so that neighboring nodes may ini-
tiate handshake with the receiver or other nodes.

A note on implementation is in order. Fig. 3 illustrates the
frame structure of the IEEE 802.11 RTS frame (ref. Fig. 13
in Page 35 and Fig. 16 in Page 41 of the IEEE 802.11 stan-
dard [2]). As theMore databit is not used in ad hoc mode
according to the standard, it may be reused as the RI flag to in-
dicate if the RI mode is on or not. Nodes that do not implement
the hybrid channel access scheme can safely ignore this bit.

The above specification clearly shows that with some addi-
tional queue management and book-keeping work, the exist-
ing IEEE 802.11 can be easily extended to support receiver-
initiated scheme while maintaining compatibility.

III. S IMULATION RESULTS

In our simulation experiments, we focus on how two com-
peting flows share the available channel resource in simple net-

TABLE I
IEEE 802.11PROTOCOL CONFIGURATION PARAMETERS

RTS CTS data ACK DIFS SIFS
20-byte 14-byte 1460-byte 14-byte 50µsec 10µsec

contention window slot time sync. time prop. delay
31–1023 20µsec 192µsec 1µsec

work configurations. These configurations are shown in Figs. 4
and 5, in which a dashed line means that two nodes can hear
each other’s transmissions and arrows indicate flows. Nodes
without any lines in-between are hidden from each other.

We use GloMoSim 2.0 [11] as the network simulator and im-
plement the new hybrid scheme based on its implementation
of IEEE 802.11 MAC protocol for fair comparison. Direct se-
quence spread spectrum (DSSS) parameters are used through-
out the simulations, which are shown in Table I. The raw chan-
nel bit rate is 2Mbps. For each flow, one node keeps sending
data packets to the other at a constant bit rate, such that the
sending queue is always non-empty. UDP is the underlying
transport layer, thus no acknowledgement packet is sent back
to the initiating node. Simulation results are shown in Tables II
and III. In Table II, the performance of the original IEEE 802.11
MAC protocol is shown. It is clear that, for configurations 4-
1 and 4-8, some nodes are almost denied access to the shared
channel and suffer severe degradation in throughput. For other
configurations, it is unnecessary to use the new hybrid scheme.
In Table III, the performance of both IEEE 802.11 and the hy-
brid scheme is shown.1 It is clear that the fairness problems in
configurations 4-1 and 4-8 are alleviated significantly without
sacrifice in throughput. The RI mode is triggered unnecessarily
only in three other configurations and has almost no negative
effect on throughput.

1When the RI mode is not triggered in some network configurations, the hy-
brid scheme is the same as as the original IEEE 802.11. For simplicity, perfor-
mance of both schemes in these configurations is not shown here.
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IV. RELATED WORK AND CONCLUSION

The fairness problem in contention-based MAC protocols
with binary exponential backoff for multi-hop wireless net-
works is well known and has been investigated vigorously in re-
cent years. The schemes proposed so far can be roughly divided
into two categories. In the first category, the goal is to achieve
max-min fairness [6, 12–14]. To be specific, these schemes try
to reduce the ratio between maximal throughput and minimal
throughput of flows, should it be at either node’s level or link’s
level. In the second category, the approach used in fair queueing
for wireline networks is adapted to multi-hop ad hoc networks,
taking into account the salient characteristics of such networks
such as location-dependent contention, distributed coordination

and possible spatial reuse [7–9, 15, 16]. These schemes gen-
erally involve some form of tradeoff between throughput and
fairness. Nodes that areleadingin channel access (in terms of
throughput) will increase their backoff interval while nodes that
are lagging will decrease their backoff interval. In this way,
nodes are encouraged to compete fairly but at the cost of in-
creased contention which may degrade the overall throughput.
In this paper, we have proposed a new hybrid channel-access
scheme that includes both sender-initiated and receiver-initiated
collision avoidance. This is based on the observation that some-
times receiver-initiated scheme is more appropriate as receivers
are more knowledgeable of the contention around them and
can compete for the channel more effectively. Our scheme is



TABLE II
FAIRNESS PROBLEMS IN THE ORIGINALIEEE 802.11 –TWO CBR FLOWS

Config # Flow # Throughput (bps) Flow # Throughput (bps) Aggregate (bps)
2-1 0→ 1 8.06e+05 1→ 0 7.99e+05 1.60e+06
3-1 0→ 1 8.06e+05 2→ 1 7.97e+05 1.60e+06
3-2 0→ 1 7.97e+05 1→ 2 8.07e+05 1.60e+06
3-3 0→ 1 7.61e+05 2→ 1 7.83e+05 1.54e+06
3-4 0→ 1 7.69e+05 1→ 2 8.39e+05 1.61e+06
4-1 0→ 1 8.34e+04 2→ 3 1.50e+06 1.58e+06
4-2 1→ 0 8.20e+05 2→ 3 8.14e+05 1.63e+06
4-3 0→ 1 6.88e+05 3→ 2 7.09e+05 1.40e+06
4-4 0→ 1 8.24e+05 2→ 3 8.08e+05 1.63e+06
4-5 0→ 1 8.08e+05 3→ 2 7.95e+05 1.60e+06
4-6 0→ 1 8.07e+05 2→ 3 7.95e+05 1.60e+06
4-7 0→ 1 7.83e+05 2→ 3 8.24e+05 1.61e+06
4-8 0→ 1 1.55e+06 3→ 2 2.81e+04 1.58e+06
4-9 0→ 1 7.34e+05 2→ 3 8.09e+05 1.54e+06
4-10 0→ 1 7.81e+05 3→ 2 8.26e+05 1.61e+06

TABLE III
THROUGHPUT COMPARISON FOR THEIEEE 802.11AND THE HYBRID SCHEME (WITH RI MODE) – TWO CBR FLOWS

Config # Scheme Flow # Throughput (bps) Flow # Throughput (bps) Aggregate (bps)
3-3 802.11 0→ 1 7.61e+05 2→ 1 7.83e+05 1.54e+06

+RImode 0→ 1 7.94e+05 2→ 1 7.74e+05 1.61e+06
4-1 802.11 0→ 1 8.34e+04 2→ 3 1.50e+06 1.58e+06

+RImode 0→ 1 3.69e+05 2→ 3 1.23e+06 1.60e+06
4-3 802.11 0→ 1 6.88e+05 3→ 2 7.09e+05 1.40e+06

+RImode 0→ 1 6.65e+05 3→ 2 6.43e+05 1.31e+06
4-8 802.11 0→ 1 1.55e+06 3→ 2 2.81e+04 1.58e+06

+RImode 0→ 1 1.28e+06 3→ 2 3.19e+05 1.60e+06
4-9 802.11 0→ 1 7.34e+05 2→ 3 8.09e+05 1.54e+06

+RImode 0→ 1 8.15e+05 2→ 3 7.42e+05 1.56e+06

a simple extension to the existing IEEE 802.11 MAC protocol
and maintains compatibility with the standard. Through sim-
ulation experiments, it is clear that although the proposed hy-
brid scheme does not solve the fairness problem conclusively, it
does alleviate the fairness problem without sacrificing through-
put or simplicity. The new scheme may be used together with
the aforementioned mechanisms [9, 15, 16] to approximate fair
queueing for ad hoc networks, which will be investigated in fu-
ture work.

REFERENCES

[1] F. A. Tobagi and L. Kleinrock, “Packet Switching in Radio Channels: Part
II - the Hidden Terminal Problem in Carrier Sense Multiple-access Modes
and the Busy-tone Solution,”IEEE Trans. on Communications, vol. 23,
no. 12, pp. 1417–1433, 1975.

[2] IEEE Computer Society LAN MAN Standards Committee, ed.,IEEE
Standard for Wireless LAN Medium Access Control (MAC) and Physi-
cal Layer (PHY) Specifications. IEEE Std 802.11-1997, The Institute of
Electrical and Electronics Engineers, New York, 1997.

[3] F. Talucci and M. Gerla, “MACA-BI (MACA by Invitation): A Receiver
Oriented Access Protocol for Wireless Multihop Networks,” inProc. of
PIMRC ’97, 1997.

[4] J. Garcia-Luna-Aceves and A. Tzamaloukas, “Reversing The Collision-
Avoidance Handshake in Wireless Networks,” inProc. of ACM/IEEE Mo-
bicom 1999, (Seattle, WA, U.S.), 8 1999.

[5] J. Garcia-Luna-Aceves and A. Tzamaloukas, “Receiver-initiated Colli-
sion Avoidance in Wireless Networks,”ACM Wireless Networks, vol. 8,
pp. 249–263, 2002.

[6] T. Ozugur, M. Naghshineh, P. Kermani, C. M. Olsen, B. Rezvani, and
J. A. Copeland, “Balanced Media Access Methods for Wireless Net-
works,” in Proc. of ACM/IEEE MOBICOM ’98, pp. 21–32, Oct. 1998.

[7] T. Nandagopal, T. Kim, X. Gao, and V. Bharghavan, “Achieving MAC
Layer Fairness in Wireless Packet Networks,” inACM Mobicom 2000,
(Boston, MA, U.S.), Aug. 2000.

[8] N. H. Vaidya, P. Bahl, and S. Gupta, “Distributed Fair Scheduling in a
Wireless LAN,” inACM Mobicom 2000, (Boston, MA, U.S.), Aug. 2000.

[9] H. Luo, S. Lu, and V. Bharghavan, “A New Model for Packet Scheduling
in Multihop Wireless Networks,” inACM Mobicom 2000, (Boston, MA,
U.S.), Aug. 2000.

[10] V. Bharghavan, A. Demers, S. Shenker, and L. Zhang, “MACAW: A Me-
dia Access Protocol for Wireless LANs,” inProc. of ACM SIGCOMM
’94, 1994.

[11] X. Zeng, R. Bagrodia, and M. Gerla, “GloMoSim: a Library for Paral-
lel Simulation of Large-scale Wireless Networks,” inProc. of the 12th
Workshop on Parallel and Distributed Simulations, May 1998.

[12] B. Bensaou, Y. Wang, and C. C. Ko, “Fair Medium Access in 802.11
Based Wireless Ad-Hoc Networks,” inIEEE/ACM MobiHoc Workshop,
Aug. 2000.

[13] X.-L. Huang and B. Bensaou, “On Max-min Fairness and Scheduling in
Wireless Ad-Hoc Networks: Analytical Framework and Implementation,”
in ACM MobiHoc ’01, 2001.

[14] Z. Feng, B. Bensaou, and Y. Wang, “Performance Evaluation of a Fair
Backoff Algorithm for IEEE 802.11 DFWMAC,” inACM MobiHoc ’02,
(Lausanne, Switzerland), June 2002.

[15] H. Luo and S. Lu, “A Topology-Independent Fair Queueing Model in Ad
Hoc Wireless Networks,” inIEEE ICNP 2000, (Osaka, Japan), Nov. 2000.

[16] H. Luo, P. Medvedev, J. Cheng, and S. Lu, “A Self-Coordinating Ap-
proach to Distributed Fair Queueing in Ad Hoc Wireless Networks,” in
IEEE INFOCOM 2001, Apr. 2001.


